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1. ulgurgauluAIUasnN g LA LUl AE §1SAUNA

(Information Security Policy)

1.1 IngUuizaeflazvauLn

ulsuganuiiuasasadesumaluladarsaumea Wuuleugluamsimwesmsinwam
funsasnfovesnguuitmille Welviiimsivuniirmanisudmsianisuasmsatuayudu. A
funsasadsmaluladasaumalasaonandasiumiudenismgsiauaznguansuas seideu
fotsduifetos

1.2 ulsuredusuaarusuasuasaisdrunaluladansauwme (Policies for information
security)

1.2.1ulguredmsuduanuiiunslasndoiumalulafansaumed osiinisdavineysia
Imagﬁ:ﬁmimaLst'LLasﬁaaﬁ’Lﬁ’wﬂ'ﬂmuuawmaawumauaﬂﬁLﬁaa%’aalﬁ%'umw Tagenaazidu
Uszna vi3e anmnedldsunseysiannanznssunis

1.2.2 Msnumuileuigdmsunsuimsianisanusiuasaenfedumnaluladasaumna
(Review of the policies for information security)

wWevisanuiuasasadedosdnisnuniuaiuseusseeiaii nvualini ewd eidinnsg
LU%"auLL‘Uuaaﬁe‘hﬁ’tyﬁaaaﬁﬂﬂﬁa'lﬁuiamaﬁmmmmxauLﬁmwauaxlﬁma IneiinInumuseaiog
Uaz 1 A3
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2. TAs9a$19AUNUAIUa AN BRI UNATL L aE ESEUNA

(Organization of information security)

2.1 TngUsasAuazuauLn

iWon1suimsdanssuemasiunasassdumeluladarsaunavesnguuisileate
Wuszuutdu sududesinisdalassaiaveshsnunely Afldunedeaiuausiuanasnsis
Frumalilafasauna sghavanzaursswinay sadamsimununumuasansuihivinedoya
vosfliil dhuAertedugiuesing q nasmaumudlanazaserinfmhisumiutiuacasnsy
YDIUDYE

2.2 TassaienielussAns (Internal organization)

Faquszasditelsiinnsimuanseunsuimsianislaedesiinisaruaunisufifiuasnis
suiunssnumasiuaslasnsomaluladansaumaniglusadng

2.2.1 unumkaznii ausuiaveud1uaiuiunsUasademaluladansauimna
(Information security roles and respon5|b|1|t|es)

wihimusuiaveunauadumiusiuasasndomaluladasaumadosdinisivunuaz
weurnEAMUsURAtaUlETALRY

2.2.2 msntawenwinfianusuineu (Segregation of duties)

wihiazdunuiisuinvausouduenlidanulaghifinsufoRnuivudeuiu Welhin
nsParon1sUf AL wazvliiinanudsmededeyanionindduvesesAnsinelanuivioly
AAUNNAM

2235 mimﬂmaﬂwmamuwumm% (Contact with authorities)

mimmmaﬂwmamuwummwmm‘uammumﬁﬂwﬂwﬁmﬁmmmaumwa’memmmﬂma
\¥egureiilas

2.2.4 msdedafunguisianuauladuiavludendieniu (Contact with special interest
groups)

mimmmanuaauwm’mau’hL*Uuwme'l,uLiaummnunawumwwEJ"J*U']EU fuALTUA
Uaa@mEJmﬂIu‘IaaaﬁaummLa amﬂuawwmmumﬁmﬂ'ﬂ'sfdam'smmmauumdwmmmmﬂalm
atharoiiie

2.2.5 musiunsasasusuwmaluladaisaumeiun1suinssanisiasens (Information
security in project management)

nsusmistasanisldinndudseanlavesasinisiniudesiinisssy ATuAY
Vaoasfednumeluladansaumavadassnsiiu

23 gUnsalaaunnas uuunnwauazn1sUfuasiuainszeslna (Mobile devices and
teleworking)
fonuszasdiiofnmanuiuasUasnfovosnsufifnuenseedlnauas  veenslden
gUNIRlABNAAABTUUUNANN
2.3.1 ulsvwdmsugunsalpeuiiunasiuunnni (Mobile device policy)
ienansatiuiideifunindauvasnduuitnilovuiliinisdaaon v weuns dunildnleluenasaduil
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ulsvwuazuasnisaduayudmsunisidaugunsalaeniiunesuuunnwideaiinisinly
nuifierimsdansarudesiiiogunsaifanat

2.3.2 nsufjiRnuanszeglna (Teleworking)

ulevsnaznasnsauayudmiunsufiRnunnanuinidusseglnasesingsiunly
nuidietestutayaiifinindnsnsusananavianmsiaivananuiifngn

onansatuiiteuniwiduvosnquuitvilovhufiliinnsdnasn v mowns dunilsdulaluenarsaduil lu
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3. ANSUTNITANNITVNINE FU

(Asset management)

3.1 TnnUsEAIALAZYRULYN

itennsquadne Untesdunindvionsnddu srufedoyadumaluladarsaumeogag
wanzan Tnensivuangseidou vsenaninae BUATR edralumednualdnusdmsunisidau
weluladansaumauaevingau desfinnsiiuinuming duidauddysionguuiinile ogradu
sudou lugauiifivasadelimnzan wiina Ui‘lﬂVWlUiﬂ‘H’]LLaSﬂﬁiyiy’] Aowmsuiie nsilegves
nEngay warivualdilidwominddu e SuinveulunindFudu Inelidrmaminddune
sounnelVigaugua uazmuaumingauuny agrlsfndvemindaudinadiudisuinveugegalu
NINGAUAINAT
3.2 mﬁﬂmﬁﬁaﬁuﬁn'ﬁaua (Media handling)

TnqUse aqmwa{]aaﬂumimmLm&ﬂmaimlmuaummmimaauuﬂaqmwumam‘sa‘umams
vhanwasaumandniueguudetuiintoya

G m‘ausvmf-mmmawwn*nauamamlﬂﬂlm Management of removable media)

mumauﬂgummmumi‘uswmﬂmsﬂuaauuwmauawmamLLsJﬂlﬂmammiwmuavﬂﬁﬂ’ﬁ
m:i[.mUmaaummaaﬂﬂamﬂmﬁwsmumaun’mmﬂuummaumaamiaumﬁwmﬂmmwumh

522 mimmaaauummama (Disposal of media)

aauuwnmauamaammimwmammamamauumﬂaaﬁmauuawmm'}madmﬂumﬂ’ﬂ
qqu’l@EJUQ‘Ummmumauﬂgummmum'imawwamwucﬂhamamum&mi

223 mwumaaawwnmaua (Physical media transfer)

aauuwnmamamwauama&um‘iﬂmﬂufuamamﬂm‘mﬂmm‘lﬂﬂlﬂmuaum'}mmimliﬂ,wm

0 Uisa\aﬂmammLaEi‘ma’lusvmwemmaamawawa@‘uwnmauauu
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4. AMIAUANNITUND

(Access control)

4.1 TagUszasAuazvauLLn

WumsimuadsufiRumsnismuaunisdniessyanailailédueygelidifdess oy
wialulagansaunavasnguuisville uaztesiunmsyninrussuumsateangungn 3nlusunsy
yardalifialssasd uazduanaming q flazasreanudsmeundaya wiamsvinevesszuy
walladansaumalivgavein uasiliannsonsaaeuinauiiguidyanaiidildeussuy
wialulagansaume lregregnsies

4.2 A11UABIN1TN195 TN FIMTUN1TAIUANNISLTIA 9 (Business requirements of access
control)
fnguszasdiiiediiansiihfanalladansaumaazqunsniszinanamalulafansaumea

4.2.1 ulsuemauAun15dEs (Access control policy)
wlguigarupunsindsesdimsimundaviifuansdnualdnusuasnumunuaudenis
ysgsiatazAudessiumuiunsaendomaluladansaume
4.1.2 nsunfATetIERAZUSNSIASEYUY (Access to networks and network services)
) ldnudesldsuansmadrfaamsiniateuaruimaniotiemuiinldsuayiansidiis
Wiy

4.3 m‘iU%m‘E{fﬁmiﬂ']iL‘fJ"'lﬁwmam{h”lu (User access management)
Tmguszasiiiomugunisiinfeesldauawzdildiuoynnauastastu  madndsssu
wazusnslaelilasuayge
4.3.1 msamziiaunaznisoannaudnsildeu (User registration and de-registration)

U
o |

nszvaunsamesoutarasnneudvsdldnusgraiumemsdesiinsufiinuieidunis
TWansn13L0

4.3.2 M3ian1sann1sidnaevesyldau (User access provisioning)

nszvaumsdansdvimainfavesldaudosdinsfiRmidiuasaonnauaninisidii
AUl NSRRI TP UULAR U N STAVATE 909603

4.3.3 NMIUIMTINNITANBN I TINUTEAUANS (Management of privileged access right)

mshiuarli@ninmsiiitnuseauanidesdimsdfauasaiuay

4.3.4 nsuinsIanisteyanuaudmiun1siigadaInuver 119y (Management of
secret authentication information of users) '

msusufeyanisiigaifnuvesldnuduiudeyadudesimsmunulagriunseuiuns
uinsdanisfidunans

4.3.5 MINUMUEVENSINEweldaIu (Review of user access rights)

Wrvemswdausesdinsnumuansmsdrdavesldanunusevseeznaiinvualiogn
fovlay 1 Asy

4.3.6 N308ANUNTBUTUUTIEVENI5101E9 (Removal or adjustment of access rights)
lnasatuiifoluniwiauresnguuisvilevudlivinnisdnaen vin weuns dnmdsanilaluenasaduil
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U'ﬁvmamamsaumﬂmaﬂmummamaumaauaﬂmﬁNmuwmatgsgmiaauam‘uamﬂaamimq
‘lﬁ'@(51’6\11@31}ﬂ?iﬁiUﬂiﬁIMﬂﬂﬁl@ﬁLﬁ\l@Nﬂ’]'iL'UﬁEJUﬂ']S"U"IN"Iu

4.4 wihiinausuinveuvesgldaru (User responsibilities)
weligldandiamuiuanveulumstosiutoyansigaiin
4.4.1 mslideyansigaismdadudioyadu (Use of secret authentication information)
lénudesiiiiunisufifvesesdnsdmiunslinudeyanimmgaisnudaiudeyadu

4.5 msﬂ'mf»;mnm.%'ﬂ'ﬁeixuu (System and application access control)
Fngusrasditetlestumsaindssuulnglildifuoyn e
4.5.1 MsIfenNsiindeansaumea (Information access restriction)
nsihisansaumanaziaidulussuunudesdinisiidalvaanadesduulauieniuaunis
Rigik
452 fupauufuAdmsunisdendud1szuui fausunsuasnds (Secure log on
procedures)
nsfliinsamualaguleuigaivaunsidifiinisidifisssuudesdinsamuaulagun i
funsuufuidmiunsiendudissuuiiiauiiunsaonse
4.5.3 33UUUITMITIANITIVERTY (Password management system)
ssuuUIMsdnmssarudesiu fauiusfuldnuuasdsdunmsassvimiuidannin
4.5.4 mslelusunsuessauselovd (Use of privileged ut|L|ty programs)
mslilusunsuessaussleniionazidnunasnsausiunsasnfovesssuudesiinissdn
wazAIUANNI LR lNaTn

wnansatuiiioidunindduvasnguuisvillovuiilivinisdaaan g iwouns dunisdnlaluenasadvl lu

suuuulag Tngldlisuoyga madufiedunufiamungmnesazsslsutiadfiuranguuidnille
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5. AUNUAIUADANENIINIBATNWLAZHNIW WINADY

(Physical and environmental security)

5.1 dngussasAuazvauLun

ulbvismnusiuasasafedunmenmiazaninuandoy Wuulsweiierwunssdou 35
ﬂgumiumiﬂaqnuwuwmUﬂmLavwmeﬂuwmwmwmmﬂaamﬂama’[unamwwuia A
wamsnsuladgmitiatuainnisgyme msiﬂwaﬂuaﬁuuumiaumﬂ TudhuiAetesiudads
Wususssududestdluszuy wu gunsaluazdedaifudeya a1asitnevasszuuuimsdans
naonvuszuutoyauazinaluladarsaumad i vados 1udu wazid eeatunisldgunsal
roufnesiagliiliiueyan uauiieliilaliingunsaireuinmesléinstosiuetrafivanasn
fusssum@ nslasnssy wazmademedu 1
5.2 fuftiifeansnisinuanusiunsasns (Secure areas)

)

o

eld _Uisamwaﬂamummnmmamamw’lma‘tu‘lmuauzmmm'mLaamauaummmﬂum
msvhanuiillroansaumatazgUnIissnanaasaumATatesng
521 wauwwsamnmimmaumqmamw (Physical secunty perimeter)
vousniauinalassouiiuiiideansnssnwanuiuasUasadedestinsimunioun
L'ﬁa'lftﬂumﬁ{?mﬂuwum1ﬂgymﬂanauﬂixﬂaﬁmmﬂaﬁaumﬂmaqﬂnmﬂwmawamsaumwu
ARy
522 mimmuﬂmmaaﬂmqmamw (Physical entry controls)
wuwmmaqmimﬁﬂmmmuumﬂaamUmawmiﬂmﬂuhaumimmumsmaaﬂama
mmuaﬂmmmwwﬂuLawwvwwlmuaummLLmLmuummmmmewwmﬂmlﬂ
5.2.3 nsinwianuiunsasadsdmsudinauiesinunazgunsel (Securing office,
room and facilities)
anuifunasafomamenmvssdrinnuiesiinuuazgunsainegfosdl mseenuuy
uazAdung
5.2.4 mytesiudasivanmuanneueniazaninwinden (Protecting against
external end environmental threats)
nmstesfiunmeniwsiadeivinmesssuninislaufivsenisyngnusegdimafeinig
RNUUULATALTIUNNT
525 miUgumm’Luwuwmaqmim‘asnw'm'rmuumﬂaamﬂEJ (Working in secure areas)
wmauﬂgummmumsﬂgumwu‘tuwuwmmm‘sm‘ﬁﬂmmmuuﬂaﬂaam&Jmaqumiamm
wazUjURmuisndnmsteneeninainuinaniigunsniusananaasaumaiondnideinisdnis
lnglilasuayg e

53 q‘lJn‘mfl (Equipment)
Tnguszasdifiotesiunsgymsnisidemenisalusuionadusunsedenindduuas
Uasunsvgaveinsenisaiiiunuveserng
| ﬂﬂiﬁﬂﬁdLLagﬁaﬂﬁquﬂifﬁ (Equipment sitting and protection)
wnansatuiifeduninddurenduuisnilowwilivhnstanen vidh weuns daumildniealuenasadu

suuuulag Taglildsueugn sl fudioduaulamungmneuas seidoutetfurenguuiemille
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gunsaifesiinmsdnsauasastuifioanaudbmindoanauuasdunseduanmuanion
wazanlemalunsidnfslaglildsueynyn

5.3.2 syuulargunsnlaiuanun1sineu (Supporting utilities)

gunsaifeslasunstesiuanmsdumaivesnsvudlwiiuasnsvgave ndugidaimegun
PNMIBUVAIVBITEUURALRUN SalaTuAYUN15YIIUReY

53.3 mmﬁumﬂaamﬁwaan’mﬁumaﬁ:ygywz:m,l,azmaﬁ"ami (Cabling security)

msiivanglniiuazanedeansinsaunandsdstoyavioatiuayuuinisansaumadasiing
U9 INNstnYIen1syinunsunsniesdyaamiantsyiniideney

5.3.4 M3Ursainwaunsal (Equipment maintenance)

gunsaldasldfunstngeinuegagniaaiioliianimarunenldiunagnisyineud
gnéasageaiiley

5.3.5 msdmindduvesnsdnseanuenditiniu (Removal of assets)

gunsalasauwmaniesendulsfesliinisiesnuandiinaulagysiaainnisvesygyin
nay

5.3.6 Asiunsasnfovesgunsaiuasnindauilliauegneuondinay

(Security of equipment and assets off- premises)

ningauildauegneuendninnudasinesnuanuiuasasnselasfiarsanainaing
Lawuaqm‘zﬂgummaaﬂwuaﬂawunmu

5.3.7 mnusiuaslasadodmiunsidavidovhanegunanivioninihgunsalluldnueshsiu
(Secure dlsposal or re-use of equipment)

gunsalfifld et uiindeyadeiinisnsrvaouiitolitiuladndeyaddyuaseansuaiii
Iuaummumiawqmaquauwvammumﬂa@ﬂﬂanauﬂ'riﬂ'ﬁmaﬂﬂmmaﬂaum‘smaﬂﬂsm”l,ﬂh
uegady

5.3.8 ulgunglfizyinaulasaanalsdifyuazulauienistesiuntiisenouiumes (Clear
desk and clear screen policy)

inansatuiifeduningduvesnguuidnilovudilvivihnmsdnasn vien weuns dunisdnilaluenansatuil Ty

suuutleg Tngladldsuounn masdRuieduanuRenunguineiazsadoudodiuresnguusdnile
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6. ANUAUAIUADANYFINSUNITAIIUIU

(Operations security)

6.1 TUsLEIALAZVDULUN

iielvinsuuisuiugunsaiussnamsaunadulusgisgndaauasiiniusiuasaond
Wuwwamislufmusmsdrsesdeya iielilunsgszuvlunsdifomnsing o Wy fosssund seu
deove a7 Tnednsifundngundetuiinumnnsal eldifundngrududy uasiiioadnaniiu
sunaaendelifusenduiidmiussuvasauna suisasaumalussuu ananadssainnis
Taudlagenfedadluimunaiafifinsmewnsvieffindluaoiudidig q uasiinseuiunisnsivdey
LU TAUVIATAVLR finansynutiosfigaronisdiiunuasmisay

6.2 JunpunsUiReuuasniniiauiuiinyeu (Operational procedures and

responsibilities)

s =

npuszasAlielinsUfURmAvgUnsaissainanaansauwmaulusgugndouasdung
Uaensy
6.2.1 Yupaun1sUfiRnuiiiiiuaednuaidnes (Documented operating procedures)

TuneumsUfiAnudeainsdainduaednuaidnusuasiesamsadnislilaedi
ndunedldan
6.2.2 NMIUINTINNIINTUABULUAY (Change management)

mim?{auwawiaaaﬁnsmsmum‘smqqiﬁﬁ]qﬂﬂmiﬂismamamiaummmzizwﬁﬁmaﬁa
anusiunsasndsansaumadosinisauaun AL iums

6.2.3 NMIVIMITIANTUAAIINATLITOVDITLUY (Capacity management)

mslim$nennsvessruusasinsinnuusulsuarannisaiamudesmsiiufsluounnn
Wislszuuiiuszansnmanuiigosms

6.2.4 NTUENANINUING DN 1M TUNITHAIUINIINAADULAZAITIAUS A158NINAY
(Separation of development, testing and operational environments)

anmwandeudmiumatauInIaaeukaznsiuinsissinsiaiueniuiioanaiy
Lﬁ'awaqﬂm%hﬁm‘%amnﬂé"auuﬂmamwmé’auﬁw%’um‘s‘lﬁu‘%mﬂmalﬁlﬁ%ﬂagﬁgm

6.3 n1slasiulusunsulaiuseasdd (Protection from malware)
Inqusrasdiitelvansaumanazgunsaiusznanamsaumaldiunmstesiuainiusunsulyl
UsEaenn
6.3.1 wpsnsUosnulusunsuliduszasnd (Controls against malware)
wwsnIeTInslesiunarnisfauainisunsulisrasddsasdinisandunssiuiunis

afemnunsEming ldunvengay

wnasatuiifaluniwidurssnguuidnillevudlsvihnisdaaen vihen weuns duvilsdulaluenansativil lu

M v e e [ = = & W ' a W =l
suuuulaq Inglidlasueygyn nsdludaluanufianunguusuasssiloudeterurainguuitnile
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6.4 n1sd1sesdaya (Backup)

Tnqusvasdifietasiunsgyevesioya

6.4.1 m‘iﬁﬁaﬁamva (Information backup)

dayadrsesdmivansauwmare s uardunavesszuuiesinsauiunisdrsedliuasil
ﬂ1‘iwﬂﬂaummw%amﬁ’maﬁagaaEJ"]aaﬂwLauammuIEJmamiﬁﬁaﬁauuaﬁlﬁmﬂaal’i

6.5 nsUudindoyadenuazniailliszds (Logging and monitoring)
InquszasAiteliinsturinmmnseiuazdavindngu
6.5.1 nstuiindoyadenuanamgnised (Event logging)
Joyadonuanammmsaidstuiinfanssuvesflinunisvinnuesssuuitliidulunutunou
UnfiennufianaialunisiausesssuunasimnisainuiuasUasndedasfinisiuiinisafuuas
viuynuetasildLe
6.5.2 mytlesiutoyadon (Protection of log information)
gunsalduiindeyadenuazdoyadendadldfunisdesiuannsivasuudaudlouaznis
whialaglidlasuaygn
6.5.3 Teyadenianssuvasfquassuvnazidminfiu gy
operator logs)
fanssuvesdguaszuuiasimhiufiRmsdetimstuiinliidudeyadendoyadnades
fimstesfiutaznumustnaminane
6.5.4 ﬂ'ﬁﬁ‘jﬂu’lﬁm‘lﬁgﬂﬁaﬂ (Clock synchronization)
mﬁmmaaizuuﬁlLﬁm%’mﬁ"’mmma’lumﬁmﬁa’iuwauwwﬁ»ﬂﬁaaﬁm‘iﬁgﬂﬁmmtazgﬂﬁaq
Wieufuumasiredanauvianils

=

N1995%UU (Administrator and

6.6 NM15AUANNTAARIYENALITUNTEUUTHUSAMS (Control of operational software)
TguszasALielvissuuliusnsiinnsvhauiigndes
6.6.1 N15A AR 450N WITUUTEUUTHUT N5 (Installation of software on operational
systems)

@
e

JupeuUjjiRdmiumsmunumsinasenduisuussuuliuinisdesd]  nsufiReuli
40nARDA

6.7 N13UIMTIANTTYRLININIamALia (Technical vulnerability management)

Snquszasdiiietaatunslivsslestinntedwinianailn

6.7.1 NMsUIMsinn1svadivivnamaila (Management of technical vulnerabilities)

‘a’aaq“atﬁ'mﬁ’miaﬂmm@mﬂﬁﬂmaaswuﬁiﬁmuﬁaqﬁmiammmaa‘wqﬁumaa;mdawiaﬂdaﬂwj
Asnamvetesdnsesiinisusediuasinmsmsiimnzaudesgminnldifiodanstuanudesd
\Retos

6.7.2 MysiansaRateniuas (Restrictions on software installation)

ﬂgmmﬁmmnmsﬁﬂﬁg\mawﬁmﬂma@%’muﬁmﬁmiﬁwumasﬂﬁﬁ"ﬁ?mu

nansatiudiedmindduresnguuidnillovhudlivinnnsdnaan vie weuns duvisdulaluenansadoi lu

Juuuuleq Taglailasueygn nstfluiialuanufemungmneuassafoudetifuvenguuiemiile
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a o a a . . " .
6.8 defvananTuluni1TnsIausziliuszuu (Information systems audit considerations)

TnquszasrifioanuansgnuresfnssunmansaUssiiuuussuulifuing

6.8.1 11M5N19N15952UTBUTLUY (Information systems audit controls)

AuAaINsiunsnsIIlsullulasianssumnsausediussuuliuinisiealinisanauwny
wazanasmiuetstiinss Taiteanlomansmgaveinisirenszuiumsmagsia

nansaduiifeduninddureanguuidvillevudlivihnisdnasn vign weuns dunisdnlaluenarsatuil lu

M s T | [ a = Voo ow ' a o
suuuula Tneladldsuounin nsiudailuanufiaaunguineusssaifeudodiurasnguuisnile
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7. ausluasuaenfedmiunisieaisdoya

(Communications security)

7.1 ngUszasduazvauLun

L‘W’P]L‘UULLUQWWGIUHWS{]@Qﬂu‘ﬂ@uﬂl%‘i""UULﬂia’U’lH LLaVﬁaaﬂuImaaiwwuﬁwwau‘uauu
uUULﬂiB‘U"IEJ‘UENﬂﬂSJU'ﬂ‘WIUIE) 1%1]’3ﬁﬂ’li'iﬂ‘w’]ﬂ'})'}lﬂ,IUﬁﬂﬂﬁ@ﬂﬂEJ’UENL‘V]P\IUIEEJ?!’I‘E?{ULW?T NS
ﬂ’]EIIaU‘ZJm,Iuaﬂ‘ucﬂﬂEJIUBQﬂﬂ?LLEi&‘ﬁﬂWUIE)U‘U@ﬂQJjﬁﬂUﬂ"IEJUE]ﬂ‘V?U’JEJ\?’Iu

7.2 MIUIMSINNITAMALLATUAERABYBUATaTN (Network security management)

Taqusvasdiiieliiinistiestumsaumelunietiouargunsailsvananaasaune

7.2.1 11M5N151A39%78 (Network controls) in3atedesiinsuimsdanisuazaiunuiiie
Unanuasaumalussuusngg

7.2.2 amnudupsasadudmiuuinisiadedns (Security of network services) nalnanu
mmuuﬂwaamErﬁwwums‘lwuiﬂ'mz,aum’mma::mﬂumuﬂuaqmmmimmummiLmamamwm
mmumﬁvuuaynmﬂummﬂaamﬂwmmimia‘malm’mimﬁmmufﬂvmmﬂwamﬂmamﬂﬂ'ﬁ
LOIDINNITIAUINS AN

7.2.3 NMSUUSLEALATDUY (Segregahon in networks) ﬂamawim‘im‘iaumﬂmmmua”
sruuRsinmIdnnUiATotEnIunguAfnue

7.3 nmsanelauasaume (Information transfer)

as

Trqusrasduiielitinisiivnnuiuasaansevesasaumaiiiinsaelounelussnsuas
snalaufiumhsnuniouen

7.3.1 ulsvisuazd unouufadmiunisarelouarsaumea (information transfer policies
and procedures)

ulbviedunsuufiAnazinnsnisdmiunisaelouansaumasgradunienisdoiinng
UUR "w\iaﬂmﬁumsaumﬂﬁﬁmsm"]eﬂguimaw'mmqmﬂ%’qﬂﬂmimﬁﬁaamqmlsxm*n

7.3.2 doanasdmiunisinelauansaume (Asreements on information transfer)

Fonnasdmiunsdelouarsaumamagsialiiimnuiuncasndodod  nsseysening
gaAnsAUMhBNUNIBUeN

7.3.3 mMsdsioAnunsdidnnseling (Electronic messaging)

ansaumaiiedasiumsdsionmmedidnseinddosldsunstosiuatrammngan

7.3.4 TaanainisTneiaudunien1slu i amen11udu (Confidentiality or non-
disclosure agreements)

avusieanIslumsSnvaudursomsllilaneanududasioutirusuduresesdns
lumsdestuansaumagesdimsssynumusgsaiiaveuazduiinloehaduarednueidnys

wnansatuiliedunindduveanguudenilevhudliinisdnasn v weuns dumidnlaluenarsatiui Tu

M Var PR T [ a = ¥_ow oW { = e
suuuulag Taglildsuaynn msdhHunadurnuRaaungmnewaysyilsutedsruveanguuitnille
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8. N1FAANINITHAUILALNITUIFITNYITZUY

(System acquisition, development and maintenance)

8.1 Ingusratduazuoulun

L‘dwamwumLwa’Luuu’lﬂm'\miwcvum‘évwmuauuauuﬁsﬂwmnauuwwuia lap1ilatia
ausunsUasndy LLaUm‘smuwmwmwa auﬂumaammﬂwmiwmimmmmmmn'ﬁmu
AuTLATUaan S Y ITEUUY naumvmﬁwwmivw sudansimvualiiinisaauguanely
SEUUIIY LYY ﬂ"rsm'ma@ummﬂﬂmawawauamLmesmwwauaaﬁvuumsﬂsvmawaauﬂsvm
MInTIaeUNadwsTlaaInsTuY Wk

8.2 A1NUABINITATUANUNUAIUABAABYBISEUY (Security requirements of information
systems)

s

fngquszasduielimnusiuasasndedumelulafansaumeaduesdusenoudfmilwes
TEUUMRBNNITTINVRINS R AT U LT 150 snudasnisenussuuiinislius nssuad adne
A5 UAIY

8.2.1 N5ILATIEM kazAIMUARNFBInIsAIuAI Nt uAsaansewmaluladasauwmne
(Information security requirements analysis and specification)

pudeInIiEadastuanuiunsaensomeluladansaumeadasiinissandafu any
sonsdmiuszuulminienisusuussssuuiitlogudn

8.2.2 aruunstasadevesuinsmalulaiasaumnauuiadoiisansisoe (Securing
application services on public networks)

ansaumaiisadastuuimamaluladansaumed siinsdsinuaiorsaissaededldsu
mstestuainnisdelnanistdidesuaznisilameuasnisiuasunlasnaluladasaumalagllédy
YN

823 miﬁmﬁuqinﬁmaw%‘m'immiuia@aﬁaumﬂ (Protecting application services
transactions)

[

A15aUWNANIN BTN UTINSSUVRIUS MTwaluladansauwadoslasunisteeiuain n1s

9

=

Sudedayanlianysainsdedeyaiaduniansdsuudasdennalaslildueyginnmsiiame

Y

Teyalaghilafueugnnisdstennudilaglildasuaygn
8.3 Anuilunsasadvdmiunszurunswauiuazatuayy (Security in development and

support processes)

wnansaduiidedunindduvesnguuidnillevuilivihnsdnaon vihan weund dnmilsdnlaluenansadud T

suuula Taglildsuaygyn msiufieduanuienungmneuazsadoutedifuresnguuidnile
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h

L7

Taguszasdiiielimnutiunsasndedumealuladansaumeinisesnuuuassndunts
AABANITTINYDINITHAUITZUY

8.3.1 ulsuemsiannszuuliiiausiunsaends (Secure development policy)

ngunaeidmiumaiaugenduIsuarsyuudslinmsimuauagsy fFORnudmiuniswamn
TYUUYBIBIANT

8.3.2 %J%mauﬂﬁu“’ﬁﬁwm“umuﬂumimé"ammaaiww (System change control
procedures)

msLUﬁauLLanvw’[mwﬁﬁm‘umﬂﬁﬁ’wmi“wéfmﬁmimuqu‘[maﬂ{jﬂ'ﬁmmgumau
UftRdmiumswasuuasssuuiisvunlegnafuniems

8.3.3 manumumamaiiadessuuvdiinuasuuladasiaitsiiugiusesssuu (Technical
review of applications after operating platform changes)

dlefimswdeuuvadassaduiugiuresssuussuudddedinmsnumunasnaaouiels
silalifivanseulumsausiemsuitinuviedumsiunsasnduussodns

8.3.4 ﬂ’]i’ﬂa’]ﬁﬂmSL‘lJﬁlEJ‘LJLL‘L]a&‘ﬂaﬂﬁﬂﬂ%ﬁ%%ﬁ]gﬂ (Restrictions on changes to software
packages)

ﬂ’l'ﬁL‘ngEJuLLﬂaﬁﬁi@‘ﬁaWﬁLL’lgﬁ')L%?ﬂgﬂﬁaﬂlﬁm‘gmuﬂﬂﬂﬁiﬁﬁLﬁuﬂﬂiﬁfﬂﬁﬂﬂﬁiLﬂgEJ‘LJLL“LJa\‘lLVi']ﬁ
Tulunagsosinsmuauetheian

8.3.5 @NTNWINA BUVDINITHAUITEUUT T A0 uAsUasnly (Secure development
environment)

asrnsresdaiuazdesiuethamnzaudean nuindenveinisiamnissuuiianuiung
ﬂaamﬁaﬁ%miﬁwmLLasﬂ%"uﬂiasswLﬁuLﬁmaamqaﬁﬁm’ummaﬁﬁumiwu

8.3.6 NIV NNUIBNUMBUBNRAIUITLUU (Outsourced development)

parnsredifuguaihsyTauasfanuianssunsvauiszuui v numeueniiy
AAnTiunTs

8.3.7 manadeusuANLiuAaa s v89sEUY (System security testing)

m‘iwﬂaawmauummummuuﬂwaaﬂﬂammivuumammimmumﬂuivmwmvwaEJ
Tut9n15WaIwN

8.3.8 m‘smaamwasmaﬁvw (System acceptance testing)

uNURISVAdBULATIN A TR TR B S UTR s TUUA Bl M sTavind udussuu Tt sy U
Usuusauazsruuneddulml

8.4 Yoyadmiun1snanagau (Test data)

Inquszasdifieliinstestudeyaiinanllumsvaaey

8.3.1 mstlosiudeyadwiunisvadaeu (Protection of test data)

ToyadmSunsnaaeuszuudasiinadaidensg eslnsydalinsUesiuuazmuauns
enmsatuiifiedunindaureanduusdnilokuiliimsnasn vivdh weuns drunilsulsluenasatui Ty

JUuuulag nglildsuaygn msthftuitedumnu@ianungunouss sadeudetiduresnguuidnile



HEH ulsvsanudurslaandviuweluladansauwe : U 2567 win: 18

Yrnldanu

renansauiliiodunindduremnauuidnillevulilivihmsdaasn vien wouws duvilsdnlaluenansatiul Ty

JUuuula Ingliildsuaygm madlufielumiufienungnewsssadeudetafuronguuisile
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9. AUFNRUSAUElUIN1IN8UeN

(Supplier relationships)

9.1 MQUsZAIALATUULYA

-:1 ] LY s 3 1 a oo =) n; v a V=% ;7 =

welniinstesiudunindvoinquuivnille Nlvuimsneuenanunsadnfisle wagiinig
S ligeszAvauiuaaandy uavszuunstiuimsmuianasiuliludesnasnisviuinisvesy
Tusnrsnneuen

ar d af yﬂ'L!l =

9.2 aAruduaslaaanga umaluladdrsaumanuaudunusAug uinisateuen
(Information security in supplier relationship)
TguszasdmeiinsUesiunindduvetesnnsninisididslaedlvuinisaneuen

9.2.1 WlsveanuiuasUasadedumaluladasaumasiuanuduius fulusng
newen (Information security policy for supplier relationships)

Anudsmssunuiuasasndomaluladansaumaiieanaudesdiiisataaiu s
Wriamindduvesesdnsineguinisnieusndesidnisivuanaganasiud iusnsnieueniay
Javinluaednueidnes

9.2.2 myssypaiunsasnseludennasnsliuinsvesliuinsnieuen (Addressing
security within supplier agreements)

anudeansinuauiunsUasassmaluladarsauneadeadnsimunuazanasi uglyd
uinmsmeuenluFesilifertostunisitnfenisussnanansdafunsdomsuas  mslviuinig
Tnssadsitugruvesseuudmiuwealuladasaumavesesanslnegliudnisameuen

9.3 N15UF U159 AN15N15 IR U n1slaee Iusna1sa18uan (Supplier service delivery
management)
TnguszasAielwiinsinunlidessfumnuiunslasnsouassesunsiiuinsmuinnasiy
Wludannasnisliuinisvesliuinisaneuen

9.3.1 NMIAAMULATNUNIUUT ATV 1T UTA15A18UBN (Monitoring and review of
supplier services)

D4ANTABIINTARAIUNUMIULAEATIUSELTUNSITUS N5vae IMUTN1sATeuenel g
aiawe

9.3.2 mm‘%mﬁmm5mﬁLU?{auLLan?mwaqnﬂﬁu‘%mimauaﬂ (Managing changes to
supplier services)

mswasuasiemsliuinisvasiliuinmaneusnsanisnsuivunleuedunouUjia
wazannsmsMideglutagiudedinsuinsianslaedoniseiuanuddyvesmalladansaume
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10. M3uIMIaNTsmgNIsalauiuasUaendedumalulagansaume

(Information Security incident management)

10.1 TngUILESALATYDULYA

Welvivgnisaluazyngeuiinedesivanudiunslasndadessuumaluladansaunanes

nauusEille lesunisdniunisiigndedlugasssesnamnunzay

10.2 MmsuimsianisimgnisalainuiuasUasadedumaluladasaumanaznisuiulse
(Management of information security incidents and improvements)
InquszasAiialiiiismsfiaenndasiuazldnadmiunisuimadamaivamsniniusiuag
Uaansssnumeluladansaumadesuianisudsaounsalauiuasaeadomaluladansaume
LLazqmdaummﬁumUaamﬁaLwﬂiu‘laﬁm'iaumm’LﬁLﬁ%’um’m

102.1 wmwmnmummﬂuaﬁLLaw’uumauﬂgum (Responsibilities and procedures)

wmwmmwwmauuawumauﬂgUmam‘i‘umﬁmmmﬂmsmammamwumwa’lwm‘s
nevaustedsIaldauasmudduiamsnaninsiunaensumalulaasaume

10.2.2 MITesuanunsainuiuasasadumaluladansaume (Reporting information
security events)

amumifﬁﬂmuﬁumﬂaaﬂﬁamﬂIuIa%ﬁa‘umﬂéfaaﬁmﬁ’lawuchuwwﬁaqmamiu‘%mi
Famsiumnzauuasenuasnasfigaviiaeyily

10.2.3 mﬁwmuqﬂaaummuuﬂwaamﬂamﬂiuia'ﬁmiaumﬂ (Reporting information
security weaknesses)

wiinnuuazgihdyyrindaddseuuiazuinsmelulafmsaunavesesdnsdosdunnuaz
swanugnssumuiuntasnsomalulaBarsaumalussuuvdeuinisiidananuvderiasds

10.2.4 nsUsziunasdaduladeaniunisalmuiunslasndemaluladaisaumne
(Assessment of and decision on information security events)

anunisalnnutuasUasasemaluladasaumadosfinsussifiuuasdosiinsdndudn
aumanisuummmanianutuassensvasaumavioliivensaianuiuasaendemelulad
ansaumadadldiunmsnevaeaitodamstuilygmmuduneul fuRdavh i duarednuaisnus

10.2.,5 M3nouaussiamnnIsain U uasUasademalulaaisaumnea (Response to
information security incidents)

wmnsnianusiunsasnsumalulaasaumadosldsunismeuauasietanisiudagm
mu‘uumauﬂgummmmﬁL‘L}um&aﬂwmaﬂm

10.2.6 M3t sugnmansaia i uaslasaiomalulaBaisaume (Learning from
information security incidents)

mflmﬁlmumﬂm‘mmwvwLLavLﬁlmwmmmmnuﬂwaamﬂama‘lu‘ﬂaamsaumﬂmmm
mm’LmLwaam'[aﬂ'lamaman‘ivwwmmmmmmmmumﬂaaﬁﬂEJm“LﬂmuTuau'mm

1027 ﬂ’ﬁLﬂU‘i’JU‘mmaﬂg’m (Collection of evidence)

wnasaduiifeduninddureanguuidvillovudlivhnsdaaen vien weuns dauvisdnlaluenansaduil lu
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11. NIFUTMTIANISINDETIIAUGBLTRMNNNTIRR

(Information security-aspects of business continuity management)

11.1 InQUIZEIALAZUDULYA

iietostumsmgavsinlunisdndunuiiinanaudumamiessuuvgavinau uagiiie
Tawmssuanmaundenldnuvasdeyauazgunsaiuszananassuumaluladarsauina oy
aseupguMsindaarmsiigaifinuily nsinwmuduresteya msfnwanugnisandeiiels
YasszuumAluladansaume

11.2 A21un oLl eea1uA Nt upsdaannenaluladdnsauind (Information security
continuity)

11.2.1 19719uRuALe Bl nefuAut uasasadumaluladasauna (Planning
information security continuity)

aafnIdasiuuanudeIn siuautuasUaeassmaluladasaumanazs a1y
m'aLﬁaﬂuamumﬁfﬂm’m@'amUﬁtﬁmﬁumiﬂmmﬁl,ﬁmaﬂqw%ﬁaﬁﬁﬁwﬁa

11.2.2 myufviiewnieunisaiuauseiiliosinuanuiuasaendsmaluladarsauns
(Implementing information security continuity)

psrnsaarmundaviuasdnuaisnuaufifuasd fuusensruiunsduneud fouas
wasnsivelilssiumusailesduauiuasaensuarsaumaiimmun e faaunsalaiy
Fovnenilainty

11.2.3 A5ASINABUNISNUMILLAZ NTUsTRuAMuAaIasiuauiupwaendsmnalulad
ansauwa (Verify, review and evaluate information security continuity)

peAnsFpslinsITIvaRUINAsMIaeALRaIlosilfesaunsLimuseusseganfitivun

Telvituladnesmsmaiugneouarlanaielanunsainnundsyneiavy

11.3 m'sm'%'aum'iqﬂn'szﬁﬂ'ismawaﬁﬁm (Redundancies)

Inquszasdiledamdsuanmennmieslfvesgunsaiuszmnanamaluladansaume

11.3.1 anmaunssuldvesgunsalussuianaarsaumne (Availability of information
processing facilities)

gunsaiUssnanaasaunadasiinisinsunisdsesliograiisewari olinsanuaany
fsmssuannauwdenldiimualy
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12. msujiRnudaimuanisdunguuiswazuleuieanuduaslasnfediy
waluladidnsaumea

(Compliance)

12.1 nguszasAuazuaUuLYn

LﬁaammwmﬁwﬁLﬁmmﬂmsamﬁm’ﬁaﬁ’qﬁumqngwmﬁ niwdaumstlynn Mieadesiunis
fuflugsie winswynaudemsiuiadervunsng 4 MRedestunisldnunindauduimalulad
ansauwmea unsademnunseminiennudesionaiaty swnanasmsnuguingadls
Lﬁaﬁaqﬁ’ummLﬁawﬂﬂeiamin'szﬁwmmﬁmmqngwmama 9 uazaanAdaafuuleuIeuayis
UiRmssnunmusiuasasnsesnumalulafmsaumanguuidnile

12.2 AudenAasiuAuRBInIsAunguuienazludyyidne (Compliance with legal and

contractual requirements)

@ = q ] a v ) = Y v w o v oA
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]
v

v o P v - . .
12.2.1 MsTsyngwanglarAuaeIn1 sy 1dneiiiieades (Identification of applicable

legislation and contractual requirements)
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aarnsiitsliaenndasiunuioanisdnandesinsseyegrsimaudninduaednualdnusuar
Yiuugslivaivdwiuudagssuunwazdmsuesdns

12.2.2 Avsluniwddumatyg (ntellectual property rights)

‘ﬁgumauﬂﬁﬁ’ﬁﬁmmsauﬁaﬁlﬁﬁ”umsﬂﬁﬂ’ﬁa&hmaﬂﬂﬁaaLﬁa’lﬁﬁﬂfﬂd"\ﬁmmaamé’aaﬁ’u
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Ausiman1srasngnesiisutedsduuasdyyriiidmeisesdnilunswsaunetyyuasnis
Minans e sningsudns
1223 ﬂﬂiﬂaaﬁuﬁauua (Protection of records)
toyavesssAnsiasldiunisdesiuainnisgamenisgnyiarisnisuasuudasmsidngslng
hildsuoygauasnsmeunslaglidldiveygnlaedodonndasiuaudosnisvesngvunessidou
Tadafudy19i1auarANADINIIN1NgsHa
12.2.4 anaiudiuwazmsileaiudeyadiuyama (Privacy and protection of personal
identifiable information)
puludiuiuagnstasiudeyadiuyanadesiinisduiiunisliaenadosiunguune
uarsudsudetaduiliierdas

12.25 ssidoudedsAudmTuninsnisidswadeya (Regulation of cryptographic

enansatuiifieduninddureanguuidnilovadildvhnsdnasn viheh wouws dauvisdndaluenansatui lu
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controls)
wwsnsinsiateyaresdinisldliaenadesiudennainguuneuasssileudeaduniavun

NLIT84

12.3 nrsnumuauiivaslasnnsntumalulagansaume (Information security reviews)

'
wa L%

fnguszasdteliinisu fUAdumuiunsasadomaluladasaumaeg1saanndaaiu
ulswsuastuneuufoivesesdng

12.3.1 nsnuniuey19daseiunnusiunsvaensomaluladaisauna (ndependent
review of information security)

FEnslumsusmsianisanuiuasasadumaluladasaumanasnisufuRvesasdng
(n&inﬁai’mQﬂisaaﬁmmm‘iiﬂamﬂﬂisu’;uﬂ’r‘iLLawgum@uUﬁﬁﬁLﬁammﬁum%amﬁamﬂ‘[uiag
ansauma) fosfinsmumuegdassnusoussoznanfidmualiviedlodmaisuulasesdnsd
snAATY

12.3.2 anudeandsafvulounsuagunsguduauiuaslasnds (Compliance with
security policies and standards)

Jinn1sdeiuilunsnumumuaonndoe t1s@minanaveanTUTLINAHAA T ALAY
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12.3.3 MINUNIUANADAAGBINAWATIA (Technical compliance review)

sruufeslifummumust vahianeiieinnsnnanuasandastuuloutsuazannsgiu
ausiunsasnfosumaluladiansaumavesasding
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3. w.5.0. M3ShwamusiuasUasnsieleiued we. 2562

4. W.5.U. AUATEIYRYAdIUYARA W.A. 2562

5. W.5.U. Teyavmans w.a. 2540
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